Employees are prohibited from participating in or condoning any criminal activity or illegal behaviour.  Illegal acts involving employees may result in substantial losses to the Group and most importantly the impairment of its reputation, loss of customers and ultimately the reduction of stakeholder wealth.  

Compliance with this policy is required of all employees. Contract labour, part‑time employees, casual employees, occasional employees and others acting for the organisation must also comply with this policy.

DEFINITIONS OF FRAUD, CORRUPTION AND THEFT

Fraud

The unlawful and intentional making of a misrepresentation which causes actual or potential loss to another.  

Examples include, but are not limited to:

· ghost employees;

· fictitious overtime claims;

· fictitious expense claims;

· unauthorised alterations to cheques;

· manipulation and abuse of computer systems, access, authority levels, data and information, and emails; 

· manipulation of prices for one’s own gain;

· procurement irregularities;

· alterations to invoices subsequent to authorisation; 

· use of the Group’s assets for personal use.   

Corruption

Corruption is the misuse of office for unofficial ends and/or the perversion of integrity by bribery or favour.

Examples include, but are not limited to:

· failure to disclose one’s involvement/interest upfront with a supplier or customer;

· collusion with a supplier to inflate prices;

· threatening a supplier with termination of a business arrangement should the supplier be reluctant to pay kickbacks.

Theft

The unlawful and intentional misappropriation of another’s property with the intention of permanently depriving them the use thereof.

Examples include, but are not limited to:

· Unauthorised removal of money, assets, stationery and other consumables;

· Using Group time and resources to conduct activities for personal gain.

PREVENTION OF FRAUD AND RELATED CRIMES

Fraud and related crime prevention techniques generally fall into three broad disciplines:

· Operational control, that addresses related risk exposures and embraces related financial and audit controls, personnel selection and monitoring techniques;

· Physical security that deals largely with visitor control (restricting access to sensitive areas by unauthorised staff, members of the public, firearms, drugs, etc.);

· Systems security that concentrates on improper usage of computer systems, e-mail facilities, password control, authorisations, logging off, encryption and message authentication.

Preventative controls should focus on prevention rather than detection, and should encompass an understanding as well as awareness of the following:

· the ethical values and code of conduct of the organisation;

· the importance of personally contributing to crime prevention;

· the organization’s business practices, systems and manual or computer controls;

· the different crimes that can occur and how to detect them.

The following procedures are typical preventative measures, but not limited to:

· sound recruitment and selection procedures to ensure that the right calibre of employee is appointed.  All employees should be screened before they are appointed.  Previous employment checks should be conducted, noting names and positions of people from whom information has been gained;

· detailed job descriptions in place to ensure that employees understand fully what their responsibilities entail and the extent to which their authority extend;

· regular taking of leave by employees;

· regular supervisory review of employees in positions of trust;

· detailed system descriptions in place to ensure that all staff members are aware of their impact and roles within the control system;

· weaknesses in systems or weak people performance identified, and necessary corrective action taken;

· segregation of incompatible duties is extremely important;

· employees to have clear delegation of accountability, authority and responsibility; 

· special attention given to critical risk exposures and effectiveness of controls in high risk areas;

· management constantly aware of any areas of exposure or which are prone to risk;

· cautious about accepting things on face value.  Question statements made, logic, etc.;

· areas indicating high management turnover, and where subsequent loss of management or internal control could occur should be identified, addressed and carefully monitored;

· management’s close involvement in the day to day activities of the business of the Group;

· the basic attitude of staff and occurrences of minor irregular incidents could be indicators of more serious underlying problems;

· becoming aware of basic fraud indicators (Red flags);

· maintaining a record of irregular incidents and identifying high risk areas;

· adopting a zero tolerance approach to all employees who commit fraud, corruption, theft and similar illegal behaviour. 

Management and supervisory staff are accountable and responsible to ensure that all reasonable steps are taken to prevent and detect instances of fraud, corruption, theft and similar illegal behaviour in their specific areas.

CONFLICT OF INTEREST

A conflict of interest exists when employees and/or their immediate families have direct or indirect personal interest or derive benefits from transactions to which the Group operations are also a party.  Such situations must be avoided and prevented at all times in the interest of honest and bone fide business practices.  

The onus rests on employees to disclose all real and potential/perceived conflicts of interest in writing as soon as the conflict situation arises.

Conflicts of interest involving operating group senior management must be disclosed immediately to the Research International Group CFO, who will be responsible for recording the interest concerned in a confidential register and submitting it to the Research International Group CEO for approval or other action deemed appropriate.

Conflicts of interest involving other employees must be disclosed to the operating company CFO, who will be responsible for recording the interest concerned in a confidential register and submitting it to the operating company CEO for approval or other action deemed appropriate. If deemed material, then the Research International Group CFO must also be informed as per reporting procedure for senior management above.

RELATIONSHIPS WITH CLIENTS, CUSTOMERS AND SUPPLIERS

Relationships with clients, customers and suppliers can give rise to potential situations where conflicts of interest, real or perceived, may arise.

Managers and other employees should not place themselves in a position where their direct and/or personal interest could conflict with their duties to the Group. In particular, no one may divulge confidential information of the Group to its existing or potential competitors, customers or suppliers or otherwise make improper use of such confidential information.
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